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2018 Voting Equipment Grant Account Update 

History of the Problem 

Following the 2000 election, the federal government passed the Help America Vote Act of 2002 (HAVA), which 
provided one-time federal funds to purchase election equipment across the United States. That election 
equipment is aging and, unfortunately, most Minnesota counties have used the HAVA funds available to them and 
the federal government has indicated that it does not intend to provide any additional funds.  

The Presidential Commission on Election Administration identified the nation’s aging voting equipment as an 
“impending crisis” in January 2014.1  

To address this issue, the Office put 
together a working group of city and 
county leaders, election officials, 
and legislators from across the state 
to develop solutions to bring to the 
legislature.  

Legislative Solution 

In 2017, the legislature authorized a 
grant fund of $7 million to offset 
the cost of new voting equipment 
purchases for counties, cities, 
towns, and school districts. These 
funds were authorized to offset up 
to 50% of the cost of optical scan 
precinct counters, optical scan 
central counters, or assistive voting devices; or up to 75% of the cost of electronic rosters. The bill was chief 
authored by Rep. O’Driscoll and Sen. Kiffmeyer.  

Grant Application and Approval Process 

The Office of the Minnesota Secretary of State accepted grant applications for the $7 million in available matching 
funds through December 15, 2017. At the close of the grant application period, the Office received grant 
applications from 85 counties and 17 municipalities, for a total request of over $13.3 million in grant matching 
funds. Between December 15, 2017 and January 19, 2018, the Office of Secretary of State reviewed applications 
for completeness and prepared grant contracts and grant award allocations. Because the amount of grant 
requests exceeded the amount of available grant funds, grant awards were pro-rated based on the number of 
precincts in the jurisdiction.   
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The final $7 million grant allocation was split between 102 jurisdictions with $4,572,977.68 allocated to optical 
scan central counter, or assisted voting devices, and $2,427,022.32 allocated to electronic rosters. Jurisdictions 
must purchase the new equipment by the summer of 2019. 

Minnesota should be proud to be one of the few states leading the nation on election issues, including addressing 
the issue of outdated voting equipment. On February 18, 2018 the Brennan Center for Justice published another 
article highlighting the need to update our nation’s election infrastructure, including voting equipment. This article 
now showed Minnesota as one of only a small number states addressing the issue of ageing election 
equipment.3  

 

 

With local governments requesting nearly double the total amount available, election equipment replacement 
will likely be an ongoing need for Minnesota. However, the $7 million grant fund is a step in the right direction 
for election integrity by ensuring that Minnesotans are voting on modern, secure, and reliable election 
equipment. 
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